Пресс-релиз

**АРСИЭНТЕК запускает сервис двухфакторной аутентификации AUTH.AS**

**Компания АРСИЭНТЕК завершила разработку первого в России сервиса двухфакторной аутентификации AUTH.AS. Надёжная, отказоустойчивая, горизонтально масштабируемая система защитит критически важные данные от несанкционированного доступа. Сервис рассчитан как на работу с крупными корпоративными заказчиками так и с небольшими системами.**

**Москва. 15 августа 2014 года.** При использовании AUTH.AS к учётным данным пользователя добавляется второй фактор аутентификации – переменный пароль. В результате даже в случае перехвата злоумышленником учётных данных он не сможет ими воспользоваться, что повышает защищённость бизнес-данных в десятки раз. Проникновение в защищённый периметр становится настолько трудоёмким, что в подавляющем большинстве случаев теряет любой экономический смысл.

Сервис AUTH.AS разрабатывался с акцентом на следующие ключевые моменты:

* простой и интуитивно понятный интерфейс;
* высокую доступность сервиса 24/7/365;
* полный контроль над процессом аутентификации своих приложений;
* отсутствие необходимости хранения учётных данных пользователя (например, пароля), на стороне Сервиса;
* возможность отправки журналов доступа на инфраструктуру пользователя;
* простое и удобное мобильное приложение для генерирования одноразовых паролей ([iOS](https://appsto.re/ru/klMA4.i) / [Android](https://play.google.com/store/apps/details?id=com.rcntec.android.auth_as.app));
* поддержку основных производителей физических генераторов одноразовых паролей, таких как HID и SafeNet;
* удобный API/SDK для встраивания Сервиса в работу Ваших приложений;
* поддержку протоколов интеграции с внешними системами, таких как Radius и LDAP(s)

При необходимости есть возможность пройти курс обучения работе с Сервисом AUTH.AS в учебном центре АРСИЭНТЕК в Москве или удалённо через [виртуальный офис SOCOCO](http://www.rcntec.com/ru/resheniya/virtualnyj-ofis-sovmestnaya-rabota-oblachnaya-telefoniya/virtualnyj-ofis-sococo).

**Сергей Минаков, вице-президент АРСИЭНТЕК автоматизации и разработке:**

«Мы создавали это решение исходя из потребностей собственного бизнеса – и успешно его применяем. В целом, сейчас наблюдается тенденция роста объема удалённой работы в компаниях. Этому способствует множество факторов – и развитие интернета, и широкий выбор всевозможных гаджетов с полным набором функций для успешного удалённого взаимодействия, и многое другое. Решение очень актуально – надёжная система сделает безопасной работу с любыми данными компаний в любой точке мира».

**О компании:**

**ООО АРСИЭНТЕК**

Специалисты АРСИЭНТЕК обладают более чем 20-летним опытом в сфере ИТ.

Основной профиль деятельности АРСИЭНТЕК — создание и поддержка ИТ-инфраструктуры компаний любого размера и профиля, разработка и продажа уникальных ИТ-решений для повышения эффективности бизнеса и предоставление операторских услуг связи.

Компания представлена более чем в 80 городах России и Европы, в штате — более 1000 человек. АРСИЭНТЕК обслуживает 3 ЦОД, более 5 000 серверов, 12 000 радиостанций, 210 станций спутниковой связи, 1 173 телекоммуникационных узла, 36 000 почтовых ящиков. Количество абонентов корпоративной телефонии насчитывает более 40 000 человек.

Среди клиентов и партнёров АРСИЭНТЕК — ПАО «ЛУКОЙЛ», крупнейший оператор экспресс-доставки DHL, аэропорт Шереметьево, представительство республики Башкортостан при Президенте РФ и другие крупные компании.

В топ-10 решений компании входят отказоустойчивая и легко масштабируемая система хранения данных Resilient Cloud Storage, контакт-центр Resilient Contact Center, сервис двухфакторной аутентификации AUTH.AS., виртуальные офисы SOCOCO и др.

Более подробную информацию можно получить на сайтах компании [www.rcntec.com](http://www.rcntec.com/), [www.sococo.ru](http://www.sococo.ru/)

За дополнительной информацией, пожалуйста обращайтесь:

Пресс-служба ООО «АРСИЭНТЕК»:

Валерия Решетняк,

PR-директор АРСИЭНТЕК,

8 (495) 620-87-87 (доб. 725-00),

+7 (921) 439-27-33

valeria.reshetniak@rcntec.com
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